**Informacje dotyczące procedury przyjmowania zgłoszeń zewnętrznych od sygnalistów na podstawie art. 48 ustawy o ochronie sygnalistów**

|  |  |
| --- | --- |
|  | **Dane kontaktowe umożliwiające dokonanie zgłoszenia zewnętrznego** |
| 1. Zgłoszenie zewnętrzne w formie dokumentowej może być dokonane:  1) na adres do korespondencji Urząd Miasta i Gminy w Kazanowie, Plac Partyzantów 28, 26-713 Kazanów z dopiskiem „Zgłoszenie nieprawidłowości – w sekretariacie nie otwierać”.  2) na adres poczty elektronicznej e-mail: kazanow.zewnetrzny@sygnalista.pro **v**  2. Zgłoszenie zewnętrzne w formie ustnej może być dokonane na wniosek sygnalisty złożony za pośrednictwem kanałów, o których mowa w pkt 1 za pomocą bezpośredniego spotkania zorganizowanego w terminie 14 dni od dnia otrzymania wniosku.  Sygnalista, przekazując zgłoszenie zewnętrzne, za pomocą sposobów wskazanych w punkcie 1 lub 2, podaje adres do kontaktu. |
|  | **Warunki objęcia sygnalisty ochroną** |
| Sygnalista podlega ochronie określonej w przepisach rozdziału 2 *ustawy o ochronie sygnalistów* od chwili dokonania zgłoszenia pod warunkiem że miał uzasadnione podstawy sądzić, że informacja będąca przedmiotem zgłoszenia jest prawdziwa w momencie dokonywania zgłoszenia i że stanowi informację o naruszeniu prawa. |
|  | **Tryb postępowania mający zastosowanie w przypadku zgłoszenia zewnętrznego** |
| 1. Sygnalista może dokonać zgłoszenia zewnętrznego bez uprzedniego dokonania zgłoszenia wewnętrznego. Zgłoszenie zewnętrzne jest przyjmowane przez Rzecznika Praw Obywatelskich albo organ publiczny. Rzecznik Praw Obywatelskich oraz organ publiczny są odrębnymi administratorami w zakresie danych osobowych podanych w zgłoszeniu zewnętrznym, które zostało przyjęte przez te organy.  2. Jednym z organów publicznych przyjmujących zgłoszenia zewnętrzne jest Wójt Gminy Kazanów. Dostęp do danych osobowych sygnalisty w tym przypadku mogą uzyskać tylko osoby upoważnione przez Wójta Gminy.  3. Tryb postępowania mający zastosowanie w przypadku zgłoszenia zewnętrznego obejmuje:   1. przyjęcie zgłoszenia zewnętrznego; 2. dokonanie wstępnej weryfikacji zgłoszenia zewnętrznego, polegającej na ustaleniu, czy zgłoszenie dotyczy informacji o naruszeniu prawa, oraz na ustaleniu, czy zgłoszenie dotyczy naruszeń w dziedzinie, która należy do zakresu działania Organu publicznego, a jeżeli nie należy – na ustaleniu organu publicznego właściwego do podjęcia działań następczych; 3. rozpatrzenie zgłoszenia zewnętrznego – w przypadku gdy zgłoszenie dotyczy naruszeń w dziedzinie należącej do zakresu działania Organu publicznego; 4. niezwłoczne przekazanie zgłoszenia zewnętrznego, nie później jednak niż w terminie 14 dni od dnia dokonania zgłoszenia, a w uzasadnionych przypadkach – nie później niż w terminie 30 dni, do organu publicznego właściwego do podjęcia działań następczych – w przypadku gdy zgłoszenie dotyczy naruszeń w dziedzinie nienależącej do zakresu działania Organu publicznego – oraz poinformowanie  o tym sygnalisty; 5. podejmowanie działań następczych z zachowaniem należytej ostrożności; 6. przekazanie sygnaliście informacji zwrotnej.   4. Organ publiczny odstępuje od przekazania zgłoszenia zewnętrznego,  o którym mowa w ust. 3 pkt 4), jeżeli zgłoszenie nie dotyczy informacji  o naruszeniu prawa.  5. W sytuacji o której mowa w ust. 4 Organ publiczny informuje sygnalistę  o odstąpieniu od przekazania zgłoszenia zewnętrznego, podając ustalenia ze wstępnej weryfikacji zgłoszenia.  6. Informacja, o której mowa w ust. 5 zawierać może zawierać wiadomość, że informacja objęta zgłoszeniem podlega rozpatrzeniu w trybie przewidzianym w przepisach odrębnych, w szczególności jako przedmiot powództwa cywilnego, zawiadomienia o podejrzeniu popełnienia przestępstwa, skargi do sądu administracyjnego, skargi, wniosku lub petycji, lub może zostać przedstawiona w innym trybie do rozpatrzenia właściwym organom. Poinformowanie sygnalisty nie wpływa w szczególności na dopuszczalność wniesionego później środka prawnego, na bieg terminów ani na treść rozstrzygnięcia lub sposób zakończenia postępowania. Informacja przekazana sygnaliście zawiera pouczenie w tym zakresie.  7. Przekazanie zgłoszenia, o którym mowa w ust.1 pkt 4 oraz odstąpienie od przekazania zgłoszenia, o którym mowa w ust. 2, nie stanowią czynności, o których mowa w art. 3 § 2 pkt 4 ustawy z dnia 30 sierpnia 2002 r. – Prawo o postępowaniu przed sądami administracyjnymi (Dz.U. z 2024 r. poz. 935, z późn. zm.).  8. Zgłoszenie kierowane do instytucji, organów lub jednostek organizacyjnych Unii Europejskiej opisane zostały m.in. na oficjalnych stronach internetowych Unii Europejskiej, takich jak: https://european-union.europa.eu/contacteu/makecomplaint pl a w zakresie dotyczącym praw człowieka m.in. na stronie https://commission. europa.eu/aid-development-cooperation-fundamentalriqhts/vour-rights-eu/how-report -breach-your-rights pl  9. Sprawę naruszeń przepisów unijnych można zgłosić poprzez:  1) skargę do Komisji Europejskiej jeśli składający skargę uważa, że kraj Unii  Europejskiej naruszył unijne przepisy przyjmując ustawę lub rozporządzenie  albo podejmując działania administracyjne;  2) skargę do Europejskiego Rzecznika Praw Obywatelskich, jeśli składający  skargę uważa, że instytucja, organ albo agencja Unii Europejskiej nie  postępuje zgodnie z prawem lub zasadami dobrego administrowania lub  narusza prawa człowieka;  3) petycję do Parlamentu Europejskiego dotyczącą stosowania prawa Unii  Europejskiej;  4) zgłoszenie związane z finansowaniem Unii Europejskiej albo pracownikami Unii Europejskiej do Europejskiego Urzędu ds. Zwalczania Nadużyć Finansowych (OLAF).  10.Sprawę naruszeń praw człowieka, jako środek ostateczny i po wyczerpaniu wszystkich środków ochrony prawnej dostępnych na szczeblu krajowym – można wnieść do Europejskiego Trybunału Praw Człowieka w Strasburgu, jeżeli kraj Unii Europejskiej naruszył podstawowe prawo zagwarantowane w Europejskiej Konwencji Praw Człowieka. |
|  | **Termin przekazania informacji zwrotnej oraz rodzaj i zawartość takiej informacji** |
| 1. Organ publiczny przekazuje sygnaliście informację zwrotną w terminie nieprzekraczającym 3 miesięcy od dnia przyjęcia zgłoszenia zewnętrznego. Przekazanie informacji zwrotnej oznacza poinformowanie sygnalisty o stwierdzeniu bądź braku stwierdzenia wystąpienia naruszenia prawa i ewentualnych środkach, które zostały lub zostaną zastosowane w reakcji na stwierdzone naruszenie prawa i powodach takich działań.  2. W uzasadnionych przypadkach Organ publiczny przekazuje sygnaliście informację zwrotną w terminie nieprzekraczającym 6 miesięcy od dnia przyjęcia zgłoszenia zewnętrznego, informując o tym sygnalistę przed upływem terminu wskazanego w ust. 1.  3. Organ publiczny informuje sygnalistę także o ostatecznym wyniku postępowań wyjaśniających wszczętych na skutek zgłoszenia zewnętrznego. |
| 5. | **Zasady poufności mające zastosowanie do zgłoszeń zewnętrznych** |
| 1. Organ publiczny gwarantuje, że procedura zgłoszeń zewnętrznych oraz przetwarzanie danych osobowych związane z przyjmowaniem zgłoszeń:   1. uniemożliwia uzyskanie dostępu do informacji objętych zgłoszeniem nieupoważnionym osobom; 2. zapewnia ochronę poufności tożsamości sygnalisty oraz osoby, której dotyczy zgłoszenie obejmującą informacje, na podstawie których można bezpośrednio lub pośrednio zidentyfikować tożsamość sygnalisty oraz osoby, której dotyczy zgłoszenie.   2. Zabezpieczenia stosowane przez Organ publiczny w celu realizacji zasad poufności, o których mowa w ust. 1, polegają na:   1. przyjęciu kanałów przyjmowania zgłoszeń zewnętrznych, zapewniających kompletność, poufność i integralność danych, w tym ich zabezpieczenie przed dostępem osób nieupoważnionych;   dopuszczeniu do przetwarzania danych osobowych w ramach zgłoszeń zewnętrznych wyłącznie upoważnionych pracowników urzędu obsługującego Organ publiczny, wyznaczonych na podstawie kwalifikacji zawodowych, w szczególności wiedzy fachowej na temat prawa i praktyk w dziedzinie ochrony danych oraz umiejętności wypełniania powierzonych zadań.  3. Pracownicy, o których mowa w ust. 2 pkt 2, są obowiązani do zachowania tajemnicy w zakresie informacji i danych osobowych, które uzyskali w ramach przyjmowania i weryfikacji zgłoszeń zewnętrznych lub podejmowania działań następczych, także po ustaniu stosunku pracy. Informacje stanowiące tajemnicę przedsiębiorstwa mogą być wykorzystywane wyłącznie w celu podjęcia działania następczego.  4. Sygnalista może wyrazić zgodę na ujawnienie danych osobowych umożliwiających ustalenie jego tożsamości. W przypadku wyrażenia zgody przez sygnalistę, Organ publiczny jako administrator będzie informował osoby wskazane w zgłoszeniu o podaniu ich danych przez sygnalistę (w ramach realizacji obowiązku informacyjnego z art. 14 RODO lub w ramach realizacji przez te osoby prawa dostępu do danych osobowych).  5. Zgoda sygnalisty nie jest wymagana w sytuacji, gdy ujawnienie jest koniecznym i proporcjonalnym obowiązkiem wynikającym z przepisów prawa w związku z postępowaniami wyjaśniającymi prowadzonymi przez organy publiczne lub postępowaniami przygotowawczymi lub sądowymi prowadzonymi przez sądy, w tym w celu zagwarantowania prawa do obrony przysługującego osobie, której dotyczy zgłoszenie. Przed takim ujawnieniem danych osobowych sygnalisty, właściwy organ publiczny lub właściwy sąd powiadamia o tym sygnalistę, przesyłając w postaci papierowej lub elektronicznej wyjaśnienie powodów ujawnienia jego danych osobowych, chyba że takie powiadomienie zagrozi postępowaniu wyjaśniającemu lub postępowaniu przygotowawczemu, lub sądowemu. |
| 6. | **Zasady przetwarzania danych osobowych** |
| 1. Administratorem danych osobowych jest Burmistrz Miasta i Gminy Kazanów zwany dalej określeniem „Administrator” (ul. Plac Partyzantów 28, 26-713 Kazanów, tel.: 48 3864910, email:sekretariat@kazanow.pl)  2. W sprawach z zakresu ochrony danych osobowych można kontaktować się,  z wyznaczonym przez Administratora Inspektorem Ochrony Danych, drogą elektroniczną pod adresem e-mail: inspektor@cbi24.pl.bądź pisemnie, kierując korespondencję tradycyjną na adres Administratora podany w ust.1.  3.Dane osobowe będą przetwarzane w celu przyjęcia zgłoszenia o naruszeniu prawa i podjęcia działań następczych na podstawie art. 6 ust. 1 lit. c) oraz art. 9 ust. 2 lit. g RODO – w związku z ustawą z dnia 14 czerwca 2024 r. o ochronie sygnalistów (Dz. U. z 2024 r. poz. 928 ).  4.Odbiorcami przetwarzanych danych osobowych mogą być podmioty przetwarzające na podstawie umowy powierzenia przetwarzania danych osobowych.  5. Dane osobowe przetwarzane w związku z przyjęciem zgłoszenia lub podjęciem działań następczych dokumenty związane z tym zgłoszeniem będą przechowywane przez Administratora przez okres 3 lat po zakończeniu roku kalendarzowego, w którym zakończono działania następcze lub po zakończeniu postępowań zainicjowanych tymi działaniami. Po upływie okresu przechowywania, dane osobowe zostaną usunięte.  6.Osoba, której dane dotyczą, posiada prawo żądania od Administratora dostępu do dotyczących tej osoby danych osobowych, ich sprostowania, usunięcia lub ograniczenia przetwarzania w zakresie i na zasadach określonych przepisami prawa ochrony danych osobowych.  7. Pani/Pana dane osobowe będą przetwarzane w sposób zautomatyzowany, lecz nie będą podlegały zautomatyzowanemu podejmowaniu decyzji, w tym o profilowaniu.  8. Osoba, której dane dotyczą, posiada prawo wniesienia skargi do organu nadzorczego - Prezesa Urzędu Ochrony Danych Osobowych (ul. Stawki 2, 00-193 Warszawa), jeżeli sądzi, że przetwarzanie dotyczących jej danych osobowych narusza przepisy RODO.  9. Podanie przez Panią/Pana danych osobowych jest wymogiem ustawowym - osoba, której dane dotyczą, jest zobowiązana do ich podania. Konsekwencją odmowy podania wymaganych danych może być brak możliwości przyjęcia zgłoszenia o naruszeniu prawa.  10. Administrator realizuje prawo dostępu do danych osobowych osób wskazanych w zgłoszeniu lub osób, których dotyczy zgłoszenie, z wyłączeniem informacji o źródle danych osobowych, chyba, że e sygnalista nie spełnia warunków wskazanych w art. 6 ustawy albo wyraził wyraźną zgodę na ujawnienie swojej tożsamości.  11. Administrator informuje osoby wskazane w zgłoszeniu lub osoby, których dotyczy zgłoszenie, na podstawie art. 14 RODO, o zasadach przetwarzania ich danych osobowych, z wyłączeniem informacji o źródle danych osobowych, chyba, że sygnalista nie spełnia warunków wskazanych w art. 6 ustawy albo wyraził wyraźną zgodę na ujawnienie swojej tożsamości. |
| 7. | **Charakter działań następczych podejmowanych w związku ze zgłoszeniem zewnętrznym** |
| 1. Organ publiczny przesyła sygnaliście niezwłocznie, nie później niż w terminie 7 dni od dnia otrzymania zgłoszenia zewnętrznego, potwierdzenie jego otrzymania, chyba że sygnalista wystąpił wyraźnie z odmiennym wnioskiem w tym zakresie lub Organ publiczny ma uzasadnione podstawy sądzić, że potwierdzenie otrzymania zgłoszenia zagroziłoby ochronie tożsamości sygnalisty.  2. Organ publiczny może zwrócić się do sygnalisty, na podany przez niego adres do kontaktu, o wyjaśnienia lub dodatkowe informacje, jakie mogą być w jego posiadaniu. Jeżeli sygnalista sprzeciwia się przesłaniu żądanych wyjaśnień lub dodatkowych informacji lub ich przesłanie może zagrozić ochronie jego tożsamości, Organ publiczny odstępuje od żądania wyjaśnień lub dodatkowych informacji.  3. W uzasadnionych przypadkach w celu przeprowadzenia postępowania wyjaśniającego Organ publiczny może przekazać zgłoszenie zewnętrzne:   1. jednostkom organizacyjnym podległym lub nadzorowanym; 2. innej jednostce organizacyjnej, której powierzono zadania w drodze porozumienia.   4. Organ publiczny przekazuje bez zbędnej zwłoki właściwym instytucjom, organom lub jednostkom organizacyjnym Unii Europejskiej informacje zawarte w zgłoszeniu zewnętrznym w celu prowadzenia działań następczych w trybie stosowanym przez takie instytucje, organy lub jednostki, jeżeli przewidują to przepisy odrębne.  5. Organ publiczny może nie podjąć działań następczych w przypadku, gdy w zgłoszeniu zewnętrznym dotyczącym sprawy będącej już przedmiotem wcześniejszego zgłoszenia przez tego samego lub innego sygnalistę, nie zawarto istotnych nowych informacji na temat naruszeń w porównaniu z wcześniejszym zgłoszeniem zewnętrznym. Organ publiczny informuje sygnalistę o niepodjęciu działań następczych, podając uzasadnienie, a w razie kolejnego zgłoszenia – pozostawia je bez rozpoznania i nie informuje o tym sygnalisty.  6. Organ publiczny przekazuje sygnaliście informację zwrotną w terminie nieprzekraczającym 3 miesięcy od dnia przyjęcia zgłoszenia zewnętrznego.  7. W uzasadnionych przypadkach Organ publiczny przekazuje sygnaliście informację zwrotną w terminie nieprzekraczającym 6 miesięcy od dnia przyjęcia zgłoszenia zewnętrznego, po poinformowaniu o tym sygnalisty przed upływem terminu, o którym mowa w ust. 6.  8. Organ publiczny informuje sygnalistę także o ostatecznym wyniku postępowań wyjaśniających wszczętych na skutek zgłoszenia zewnętrznego. |
| 8. | **Środki ochrony prawnej i procedury służące ochronie przed działaniami odwetowymi oraz dostępność poufnej porady dla osób rozważających dokonanie zgłoszenia zewnętrznego** |
| 1. Wobec sygnalisty nie mogą być podejmowane działania odwetowe ani próby lub groźby zastosowania takich działań.  2. Jeżeli praca była, jest lub ma być świadczona na podstawie stosunku pracy, wobec sygnalisty nie mogą być podejmowane działania odwetowe, polegające w szczególności na:   1. odmowie nawiązania stosunku pracy; 2. wypowiedzeniu lub rozwiązaniu bez wypowiedzenia stosunku pracy; 3. niezawarciu umowy o pracę na czas określony lub umowy o pracę na czas nieokreślony po rozwiązaniu umowy o pracę na okres próbny, niezawarciu kolejnej umowy o pracę na czas określony lub niezawarciu umowy o pracę na czas nieokreślony po rozwiązaniu umowy o pracę na czas określony – w przypadku gdy sygnalista miał uzasadnione oczekiwanie, że zostanie z nim zawarta taka umowa; 4. obniżeniu wysokości wynagrodzenia za pracę; 5. wstrzymaniu awansu albo pominięciu przy awansowaniu; 6. pominięciu przy przyznawaniu innych niż wynagrodzenie świadczeń związanych z pracą lub obniżeniu wysokości tych świadczeń; 7. przeniesieniu na niższe stanowisko pracy; 8. zawieszeniu w wykonywaniu obowiązków pracowniczych lub służbowych; 9. przekazaniu innemu pracownikowi dotychczasowych obowiązków sygnalisty; 10. niekorzystnej zmianie miejsca wykonywania pracy lub rozkładu czasu pracy; 11. negatywnej ocenie wyników pracy lub negatywnej opinii o pracy; 12. nałożeniu lub zastosowaniu środka dyscyplinarnego, w tym kary finansowej, lub środka o podobnym charakterze; 13. przymusie, zastraszaniu lub wykluczeniu; 14. mobbingu; 15. dyskryminacji; 16. niekorzystnym lub niesprawiedliwym traktowaniu; 17. wstrzymaniu udziału lub pominięciu przy typowaniu do udziału w szkoleniach podnoszących kwalifikacje zawodowe; 18. nieuzasadnionym skierowaniu na badania lekarskie, w tym badania psychiatryczne, chyba że przepisy odrębne przewidują możliwość skierowania pracownika na takie badania; 19. działaniu zmierzającym do utrudnienia znalezienia w przyszłości pracy w danym sektorze lub w danej branży na podstawie nieformalnego lub formalnego porozumienia sektorowego lub branżowego; 20. spowodowaniu straty finansowej, w tym gospodarczej, lub utraty dochodu; 21. wyrządzeniu innej szkody niematerialnej, w tym naruszeniu dóbr osobistych, w szczególności dobrego imienia sygnalisty.   3. Za działania odwetowe z powodu dokonania zgłoszenia lub ujawnienia publicznego uważa się także groźbę lub próbę zastosowania środka określonego w ust. 2.  4. Na pracodawcy spoczywa ciężar dowodu, że podjęte działanie, o którym mowa w ust. 2 i 3, nie jest działaniem odwetowym.  5. Sygnalista, wobec którego dopuszczono się działań odwetowych, ma prawo do odszkodowania w wysokości nie niższej niż przeciętne miesięczne wynagrodzenie w gospodarce narodowej w poprzednim roku, ogłaszane do celów emerytalnych w Dzienniku Urzędowym Rzeczypospolitej Polskiej „Monitor Polski” przez Prezesa Głównego Urzędu Statystycznego, lub prawo do zadośćuczynienia.  6. Osoba, która poniosła szkodę z powodu świadomego zgłoszenia lub ujawnienia publicznego nieprawdziwych informacji przez sygnalistę, ma prawo do odszkodowania lub zadośćuczynienia za naruszenie dóbr osobistych od sygnalisty, który dokonał takiego zgłoszenia lub ujawnienia publicznego.  7. Dokonanie zgłoszenia lub ujawnienia publicznego nie może stanowić podstawy odpowiedzialności, w tym odpowiedzialności dyscyplinarnej lub odpowiedzialności za szkodę z tytułu naruszenia praw innych osób lub obowiązków określonych w przepisach prawa, w szczególności w przedmiocie zniesławienia, naruszenia dóbr osobistych, praw autorskich, przepisów o ochronie danych osobowych oraz obowiązku zachowania tajemnicy, w tym tajemnicy przedsiębiorstwa, z zastrzeżeniem art. 5 ustawy o sygnalistach, pod warunkiem że sygnalista miał uzasadnione podstawy sądzić, że zgłoszenie lub ujawnienie publiczne jest niezbędne do ujawnienia naruszenia prawa zgodnie z ustawą.  8. W przypadku wszczęcia postępowania prawnego dotyczącego odpowiedzialności, o której mowa w ust. 7, sygnalista może wystąpić o umorzenie takiego postępowania.  9. Uzyskanie informacji będących przedmiotem zgłoszenia lub ujawnienia publicznego lub dostęp do takich informacji nie mogą stanowić podstawy odpowiedzialności, pod warunkiem że takie uzyskanie lub taki dostęp nie stanowią czynu zabronionego.  10. Sygnalista nie można zrzec się praw określonych w Rozdziale 2 ustawy o ochronie sygnalistów, w którym ustanowiono zakaz działań odwetowych i środki ochrony prawnej, ani przyjąć na siebie odpowiedzialności za szkodę powstałą z powodu dokonania zgłoszenia lub ujawnienia publicznego. Nie dotyczy to przyjęcia odpowiedzialności za szkodę powstałą z powodu świadomego zgłoszenia lub ujawnienia publicznego nieprawdziwych informacji.  11. Postanowienia aktów prawnych, o których mowa w art. 9 § 2 ustawy z dnia 26 czerwca 1974 r. – Kodeks pracy (Dz. U. z 2023 r. poz. 1465), to jest: układów zbiorowych pracy i porozumień zbiorowych oraz regulaminów i statutów, w zakresie, w jakim bezpośrednio lub pośrednio wyłączają lub ograniczają prawo do dokonania zgłoszenia lub ujawnienia publicznego lub przewidują stosowanie środków odwetowych, nie obowiązują.  12. Postanowienia umów o pracę oraz innych aktów, na podstawie których powstaje stosunek pracy lub które kształtują prawa i obowiązki stron stosunku pracy, w zakresie, w jakim bezpośrednio lub pośrednio wyłączają lub ograniczają prawo do dokonania zgłoszenia lub ujawnienia publicznego lub przewidują stosowanie środków odwetowych, są nieważne.  13. Postanowienia umów oraz innych aktów, na podstawie których jest świadczona praca lub usługa, są dostarczane towary lub jest dokonywana sprzedaż, innych niż wymienione w art. 19, w zakresie, w jakim bezpośrednio lub pośrednio wyłączają lub ograniczają prawo do dokonania zgłoszenia lub ujawnienia publicznego lub przewidują stosowanie środków odwetowych, są nieważne.  14. Przepisy Rozdziału 2 ustawy o ochronie sygnalistów, w którym ustanowiono zakaz działań odwetowych i środki ochrony prawnej, stosuje się odpowiednio do osoby prawnej lub innej jednostki organizacyjnej pomagającej sygnaliście lub z nim powiązanej, w szczególności stanowiącej własność sygnalisty lub go zatrudniającej.  15. Przepisy Rozdziału 2 ustawy o ochronie sygnalistów, w którym ustanowiono zakaz działań odwetowych i środki ochrony prawnej, stosuje się odpowiednio w przypadku, gdy informację o naruszeniu prawa zgłoszono do odpowiednich instytucji, organu lub jednostki organizacyjnej Unii Europejskiej w trybie właściwym do dokonywania takich zgłoszeń.  16. Osoba, która rozważa dokonanie zgłoszenia zewnętrznego może skorzystać z poufnej porady od osoby upoważnionej w urzędzie do przyjmowania zgłoszeń zewnętrznych. |
| 9. | **Warunki na jakich sygnalista jest chroniony przed ponoszeniem odpowiedzialności za naruszenie poufności** |
| 1. Dokonanie zgłoszenia lub ujawnienia publicznego nie może stanowić podstawy odpowiedzialności, w tym odpowiedzialności dyscyplinarnej lub odpowiedzialności za szkodę z tytułu naruszenia praw innych osób lub obowiązków określonych w przepisach prawa, w szczególności w przedmiocie zniesławienia, naruszenia dóbr osobistych, praw autorskich, przepisów o ochronie danych osobowych oraz obowiązku zachowania tajemnicy, w tym tajemnicy przedsiębiorstwa, z zastrzeżeniem art. 5 ustawy o ochronie sygnalistów, pod warunkiem że sygnalista miał uzasadnione podstawy sądzić, że zgłoszenie lub ujawnienie publiczne jest niezbędne do ujawnienia naruszenia prawa zgodnie z ustawą.  2. Zgodnie z art. 5 ustawy o ochronie sygnalistów, przepisów tej ustawy nie stosuje się do informacji objętych:   1. przepisami o ochronie informacji niejawnych; 2. tajemnicą związaną z wykonywaniem zawodów medycznych oraz prawniczych; 3. tajemnicą narady sędziowskiej; 4. postępowaniem karnym – w zakresie tajemnicy postępowania przygotowawczego oraz tajemnicy rozprawy sądowej prowadzonej z wyłączeniem jawności.   3. Przepisów ustawy o ochronie sygnalistów nie stosuje się do naruszeń prawa w zakresie zamówień w dziedzinach obronności i bezpieczeństwa w rozumieniu art. 7 pkt 36 ustawy z dnia 11 września 2019 r. – Prawo zamówień publicznych (Dz.U. 2024 poz. 1320), do których nie stosuje się przepisów tej ustawy, umów offsetowych zawieranych na podstawie ustawy z dnia 26 czerwca 2014 r. o niektórych umowach zawieranych w związku z realizacją zamówień o podstawowym znaczeniu dla bezpieczeństwa państwa (Dz. U. z 2022 r. poz. 1218) oraz innych środków podejmowanych w celu ochrony podstawowych lub istotnych interesów bezpieczeństwa państwa na podstawie art. 346 Traktatu o funkcjonowaniu Unii Europejskiej. |
| 10. | **Zachęta do korzystania z procedury wewnętrznej podmiotu prawnego** |
| Organ publiczny zachęca do korzystania z procedury wewnętrznej podmiotu prawnego w przypadku, gdy naruszeniu prawa można skutecznie zaradzić w ramach struktury organizacyjnej podmiotu prawnego, a sygnalista uważa, że nie zachodzi ryzyko działań odwetowych. |
| 11. | **Dane kontaktowe Rzecznika Praw Obywatelskich** |
| BIURO RZECZNIKA PRAW OBYWATELSKICH, Al. Solidarności 77, 00-090 Warszawa, tel. centrali: (22) 55 17 700, fax: (22) 827 64 53, biurorzecznika@brpo.gov.pl  Dane kontaktowe znajdują się również pod linkiem: <https://bip.brpo.gov.pl/pl/node> |